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1	Decision/action requested
Discussion on Mission Critical Security over 5G System.
2	References
[bookmark: _Hlk79130618][1]	3GPP TS 23.289 "Mission critical services using 5GS; Stage 2"
[2]	3GPP TS 33.180 "Security of the Mission Critical (MC) service" 
3	Rationale
As known, SA3 addresses the security for the mission critical architectural enhancements, modifications and new features based upon SA6 work. In SA6, the mission critical architecture continues to evolve to be supported over 5GS with the specification TS 23.289 [1]. However, the SA3 TS 33.180 [2] remains to cover mission critical security only over LTE. To maintain the alignment with SA6, the coverage of TS 33.180 needs to be extended to support mission critical security also over 5G system. Since the security architecture is on the application layer, this can be achieved with minimal changes to TS 33.180.
4	Detailed proposal
It is proposed to discuss the support of mission critical security over 5G system and have an agreement on the coverage extension of TS 33.180 to support the architecture over 5GS in Rel-17. In the next meeting, we plan to submit the attached draft WID with a CR including possible changes to TS 33.180. 
